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Bên cạnh đó, cơ chế chế tài hiện hành chủ
yếu áp dụng vào người quảng cáo mà chưa
hướng đến trách nhiệm chủ thể cung cấp
mạng xã hội. Thời gian qua, báo chí ghi nhận
nhiều vụ xử phạt KOLs, chủ tài khoản mạng
xã hội vì quảng cáo sai sự thật sản phẩm giảm
cân, mỹ phẩm… nhưng không có trường hợp
nào mạng xã hội bị xử phạt hay buộc chịu
trách nhiệm liên đới5. Điều này phản ánh
pháp luật hiện hành vẫn coi mạng xã hội là
phương tiện trung gian, không phải chủ thể
bồi thường dù chính nền tảng là nơi phân
phối và thu lợi trực tiếp từ quảng cáo. Từ đó,
dẫn đến việc truy cứu trách nhiệm dân sự của
họ không thể thực hiện, đồng thời tạo ra
khoảng trống đáng kể trong bảo vệ quyền lợi
người tiêu dùng.

44..  MMộộtt  ssốố  kkiiếếnn  nngghhịị  
Thứ nhất, bổ sung quy định về mạng xã

hội. Luật Quảng cáo và các nghị định hướng
dẫn cần bổ sung quy định định danh nền tảng
mạng xã hội với tư cách là “nhà cung cấp nền
tảng” tách biệt với người quảng cáo, người
kinh doanh dịch vụ quảng cáo và người phát
hành quảng cáo. Việc phân loại rõ ràng là cơ
sở để thiết lập mức độ trách nhiệm phù hợp,
tránh khoảng trống pháp lý trong việc xác
định nghĩa vụ và trách nhiệm khi xảy ra hành
vi quảng cáo sai sự thật. 

Bên cạnh đó, cần nghiên cứu áp dụng cơ
chế “trách nhiệm trung gian tích cực” đối với
các nền tảng mạng xã hội. Đặc biệt cần phải
chủ động thực hiện nghĩa vụ rà soát, kiểm
duyệt và loại bỏ nội dung quảng cáo vi phạm.
Trách nhiệm pháp lý của nền tảng cần được
kích hoạt khi biết hoặc đương nhiên phải biết,
hoặc đã được cơ quan có thẩm quyền cảnh
báo về nội dung quảng cáo sai sự thật nhưng
không thực hiện biện pháp xử lý kịp thời.
Cách tiếp cận này phù hợp với xu thế pháp lý
mới trên thế giới, trong đó nền tảng được xem
là chủ thể có khả năng kiểm soát dòng chảy
thông tin, do đó, phải chia sẻ trách nhiệm
trong bảo vệ người tiêu dùng, bảo đảm an
toàn thông tin và minh bạch hóa môi trường
quảng cáo trực tuyến.

Thứ hai, về chế tài xử lý vi phạm. Theo
Nghị định số 38/2021/NĐ-CP, mức phạt tối đa
100 triệu đồng đối với tổ chức khi không gỡ bỏ
hoặc không hợp tác là quá thấp so với nguồn
doanh thu lớn mà các nền tảng mạng xã hội
thu được từ các quảng cáo sai phạm. Vì vậy,
cần áp dụng cơ chế phạt theo tỷ lệ doanh thu
thay vì mức tiền cố định, tương tự Luật Dịch
vụ kỹ thuật số (Digital Services Act) của Liên
minh châu Âu (EU) thay vì mức tiền cố định
quy định trong Nghị định số 38/2021/NĐ-CP.

Thứ ba, về hợp tác quốc tế. Trong bối
cảnh các nền tảng mạng xã hội lớn, như:
Google, Facebook hay TikTok hoạt động theo
mô hình xuyên biên giới và đặt máy chủ ngoài
lãnh thổ Việt Nam, việc bảo đảm hiệu lực thực
thi pháp luật quốc gia đòi hỏi phải tăng cường
hợp tác quốc tế song phương và đa phương.
Việt Nam cần chủ động xây dựng các cơ chế
hợp tác pháp lý quốc tế dưới dạng thỏa thuận,
hiệp ước hoặc ghi nhớ hợp tác với các quốc
gia nơi đặt trụ sở của doanh nghiệp cung cấp
nền tảng. Các cơ chế này nhằm: tạo cơ sở
pháp lý buộc doanh nghiệp xuyên biên giới
tuân thủ yêu cầu gỡ bỏ hoặc hạn chế truy cập
nội dung quảng cáo vi phạm; thiết lập nghĩa
vụ cung cấp dữ liệu, thông tin về tài khoản
quảng cáo, giao dịch quảng cáo phục vụ điều
tra; đồng thời, bảo đảm sự phối hợp kịp thời
giữa cơ quan quản lý Việt Nam với cơ quan
hữu quan nước ngoài trong xử lý hành vi
quảng cáo sai sự thậtr
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Lazada. https://vtv.vn, ngày 13/11/2025.

2. Cảnh báo hiện tượng rao bán thuốc điều trị
Covid-19 chưa được cấp phép. https://baochinh-
phu.vn, ngày 30/9/2021.

3. Siết chặt quảng cáo thuốc, thực phẩm bảo
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4. Gần 16.000 nội dung vi phạm đã được gỡ bỏ
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11..  ĐĐặặtt  vvấấnn  đđềề
Trong bối cảnh cách mạng công nghiệp

4.0, chuyển đổi số trở thành động lực quan
trọng thúc đẩy đổi mới mô hình quản trị
trong lĩnh vực bảo hiểm. Các công nghệ, như:
trí tuệ nhân tạo (AI), khối chuỗi (Blockchain)
và dữ liệu lớn (Big Data) đang tái cấu trúc
chuỗi giá trị của ngành, từ phân tích rủi ro,
định phí đến bồi thường. Doanh nghiệp bảo
hiểm tại Việt Nam ngày càng áp dụng hợp

đồng điện tử, tự động hóa và hệ thống thông
minh, phù hợp với định hướng theo Quyết
định số 749/QĐ-TTg ngày 03/6/2020 của Thủ
tướng Chính phủ phê duyệt “Chương trình
Chuyển đổi số quốc gia đến năm 2025, định
hướng đến năm 2030”. Tuy nhiên, Luật Kinh
doanh bảo hiểm năm 2022, Luật Giao dịch
điện tử năm 2023 và các văn bản pháp luật

hoàn thiện pháp luật về hợp đồng bảo hiểm tài sản
trong bối cảnh chuyển đổi số

pHạM tHị Việt*

* NCS của Trường Đại học Luật, Đại học Huế 
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có liên quan thiếu quy định chi tiết về hiệu
lực hợp đồng bảo hiểm điện tử, giá trị chứng
cứ, cơ chế giám sát dữ liệu blockchain và
trách nhiệm pháp lý đối với quyết định do AI
hỗ trợ. Báo cáo OECD (2021) cảnh báo: AI tuy
đem lại lợi ích nhưng tiềm ẩn rủi ro, như:
thiếu minh bạch thuật toán, nguy cơ phân
biệt đối xử và khó xác định trách nhiệm khi
tranh chấp. Vì vậy, việc áp dụng các nguyên
tắc AI đáng tin cậy, minh bạch, công bằng,
trách nhiệm giải trình là cần thiết để bảo vệ
người tiêu dùng và giữ vững sự công bằng thị
trường1. 

22..  KKhhááii  qquuáátt  cchhuunngg  vvềề  hhợợpp  đđồồnngg  bbảảoo  hhiiểểmm
ttààii  ssảảnn  

Hợp đồng bảo hiểm tài sản là sự thỏa
thuận giữa doanh nghiệp bảo hiểm và bên
mua bảo hiểm, theo đó, doanh nghiệp bảo
hiểm cam kết bồi thường thiệt hại xảy ra đối
với tài sản được bảo hiểm khi phát sinh rủi ro
đã được xác định trước, còn bên mua bảo
hiểm có nghĩa vụ đóng phí bảo hiểm theo
thỏa thuận.  Từ góc độ lý luận, hợp đồng bảo
hiểm là thiết chế mang tính phân phối rủi ro
được xây dựng trên nền tảng thiện chí tuyệt
đối, nguyên tắc bồi thường và dự liệu trước
điều kiện phát sinh nghĩa vụ2. 

Hợp đồng bảo hiểm tài sản có đặc điểm
bồi thường tổn thất thực tế, không vận hành
theo logic trao đổi giá trị tương xứng mà phụ
thuộc vào xác suất rủi ro và tổn thất có thể
định lượng. Đồng thời, đây cũng là công cụ
phản ánh sự can thiệp có hệ thống của pháp
luật nhằm điều tiết bất cân xứng thông tin và
giới hạn hành vi trục lợi. Vì vậy, hợp đồng bảo
hiểm tài sản kết hợp giữa ý chí tự nguyện của
các bên và những giới hạn pháp lý định sẵn,
thể hiện đặc trưng của các hợp đồng mang
tính kỹ thuật cao trong lĩnh vực bảo hiểm.

Một là, hợp đồng bảo hiểm tài sản phải
được lập thành văn bản (Điều 18 Luật Kinh
doanh bảo hiểm năm 2022) không chỉ để ghi
nhận ý chí cam kết của các bên mà còn bảo
đảm tính minh bạch, khả năng chứng minh
khi có tranh chấp và giúp xác định chính xác

các nội dung pháp lý, như: đối tượng bảo
hiểm, phạm vi trách nhiệm, điều kiện loại trừ
và phương thức bồi thường. 

Hai là, về bản chất, hợp đồng bảo hiểm
tài sản là một hợp đồng thương mại có điều
kiện, trong đó nghĩa vụ chi trả của doanh
nghiệp bảo hiểm chỉ phát sinh khi sự kiện
bảo hiểm đã được xác định xảy ra. Tính chất
“có điều kiện” này tạo ra một cấu trúc vận
hành đặc biệt: một bên đã hoàn tất nghĩa vụ
(thanh toán phí), trong khi bên kia chỉ phát
sinh nghĩa vụ khi rủi ro trở thành hiện thực.
Do đó, hợp đồng bảo hiểm tài sản không chỉ
phản ánh mối quan hệ đền bù mà còn thể
hiện nguyên tắc phòng ngừa rủi ro và bảo
đảm an toàn tài chính. 

Ba là, hợp đồng bảo hiểm tài sản được
xem là hợp đồng thực tế vì hiệu lực của hợp
đồng thường gắn với hành vi thanh toán phí
bảo hiểm chứ không chỉ đơn thuần là sự thỏa
thuận trên văn bản. Tính chất này cho thấy,
mức độ gắn kết giữa nghĩa vụ tài chính và
quyền được bảo hiểm, thể hiện rõ nét
nguyên tắc có đi có lại trong giao dịch dân sự
- thương mại.

33..  TThhựựcc  ttrrạạnngg  pphháápp  lluuậậtt  vvềề  hhợợpp  đđồồnngg  bbảảoo
hhiiểểmm  ttààii  ssảảnn  ttrroonngg  bbốốii  ccảảnnhh  cchhuuyyểểnn  đđổổii  ssốố

3.1. Giao kết hợp đồng bảo hiểm tài sản
điện tử

Mặc dù Luật Giao dịch điện tử năm 2023
đã có những quy định chung về giá trị pháp
lý của hợp đồng điện tử và chữ ký điện tử, tuy
nhiên, đối với lĩnh vực bảo hiểm tài sản là
một loại hợp đồng đặc thù có tính rủi ro cao
và yêu cầu chặt chẽ về chứng cứ thì hệ thống
pháp luật vẫn còn nhiều điểm bỏ ngỏ. Luật
Kinh doanh bảo hiểm năm 2022 không có
quy định chuyên biệt nào về hợp đồng bảo
hiểm điện tử, trong khi thực tiễn giao kết
đang chuyển dịch nhanh chóng sang môi
trường số. Cụ thể, pháp luật chưa quy định
rõ các yêu cầu đối với hình thức hợp đồng
bảo hiểm điện tử, các loại chữ ký điện tử
được chấp nhận, cơ chế xác thực danh tính
các bên cũng như giá trị pháp lý của các dữ
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có liên quan thiếu quy định chi tiết về hiệu
lực hợp đồng bảo hiểm điện tử, giá trị chứng
cứ, cơ chế giám sát dữ liệu blockchain và
trách nhiệm pháp lý đối với quyết định do AI
hỗ trợ. Báo cáo OECD (2021) cảnh báo: AI tuy
đem lại lợi ích nhưng tiềm ẩn rủi ro, như:
thiếu minh bạch thuật toán, nguy cơ phân
biệt đối xử và khó xác định trách nhiệm khi
tranh chấp. Vì vậy, việc áp dụng các nguyên
tắc AI đáng tin cậy, minh bạch, công bằng,
trách nhiệm giải trình là cần thiết để bảo vệ
người tiêu dùng và giữ vững sự công bằng thị
trường1. 

22..  KKhhááii  qquuáátt  cchhuunngg  vvềề  hhợợpp  đđồồnngg  bbảảoo  hhiiểểmm
ttààii  ssảảnn  

Hợp đồng bảo hiểm tài sản là sự thỏa
thuận giữa doanh nghiệp bảo hiểm và bên
mua bảo hiểm, theo đó, doanh nghiệp bảo
hiểm cam kết bồi thường thiệt hại xảy ra đối
với tài sản được bảo hiểm khi phát sinh rủi ro
đã được xác định trước, còn bên mua bảo
hiểm có nghĩa vụ đóng phí bảo hiểm theo
thỏa thuận.  Từ góc độ lý luận, hợp đồng bảo
hiểm là thiết chế mang tính phân phối rủi ro
được xây dựng trên nền tảng thiện chí tuyệt
đối, nguyên tắc bồi thường và dự liệu trước
điều kiện phát sinh nghĩa vụ2. 

Hợp đồng bảo hiểm tài sản có đặc điểm
bồi thường tổn thất thực tế, không vận hành
theo logic trao đổi giá trị tương xứng mà phụ
thuộc vào xác suất rủi ro và tổn thất có thể
định lượng. Đồng thời, đây cũng là công cụ
phản ánh sự can thiệp có hệ thống của pháp
luật nhằm điều tiết bất cân xứng thông tin và
giới hạn hành vi trục lợi. Vì vậy, hợp đồng bảo
hiểm tài sản kết hợp giữa ý chí tự nguyện của
các bên và những giới hạn pháp lý định sẵn,
thể hiện đặc trưng của các hợp đồng mang
tính kỹ thuật cao trong lĩnh vực bảo hiểm.

Một là, hợp đồng bảo hiểm tài sản phải
được lập thành văn bản (Điều 18 Luật Kinh
doanh bảo hiểm năm 2022) không chỉ để ghi
nhận ý chí cam kết của các bên mà còn bảo
đảm tính minh bạch, khả năng chứng minh
khi có tranh chấp và giúp xác định chính xác

các nội dung pháp lý, như: đối tượng bảo
hiểm, phạm vi trách nhiệm, điều kiện loại trừ
và phương thức bồi thường. 

Hai là, về bản chất, hợp đồng bảo hiểm
tài sản là một hợp đồng thương mại có điều
kiện, trong đó nghĩa vụ chi trả của doanh
nghiệp bảo hiểm chỉ phát sinh khi sự kiện
bảo hiểm đã được xác định xảy ra. Tính chất
“có điều kiện” này tạo ra một cấu trúc vận
hành đặc biệt: một bên đã hoàn tất nghĩa vụ
(thanh toán phí), trong khi bên kia chỉ phát
sinh nghĩa vụ khi rủi ro trở thành hiện thực.
Do đó, hợp đồng bảo hiểm tài sản không chỉ
phản ánh mối quan hệ đền bù mà còn thể
hiện nguyên tắc phòng ngừa rủi ro và bảo
đảm an toàn tài chính. 

Ba là, hợp đồng bảo hiểm tài sản được
xem là hợp đồng thực tế vì hiệu lực của hợp
đồng thường gắn với hành vi thanh toán phí
bảo hiểm chứ không chỉ đơn thuần là sự thỏa
thuận trên văn bản. Tính chất này cho thấy,
mức độ gắn kết giữa nghĩa vụ tài chính và
quyền được bảo hiểm, thể hiện rõ nét
nguyên tắc có đi có lại trong giao dịch dân sự
- thương mại.

33..  TThhựựcc  ttrrạạnngg  pphháápp  lluuậậtt  vvềề  hhợợpp  đđồồnngg  bbảảoo
hhiiểểmm  ttààii  ssảảnn  ttrroonngg  bbốốii  ccảảnnhh  cchhuuyyểểnn  đđổổii  ssốố

3.1. Giao kết hợp đồng bảo hiểm tài sản
điện tử

Mặc dù Luật Giao dịch điện tử năm 2023
đã có những quy định chung về giá trị pháp
lý của hợp đồng điện tử và chữ ký điện tử, tuy
nhiên, đối với lĩnh vực bảo hiểm tài sản là
một loại hợp đồng đặc thù có tính rủi ro cao
và yêu cầu chặt chẽ về chứng cứ thì hệ thống
pháp luật vẫn còn nhiều điểm bỏ ngỏ. Luật
Kinh doanh bảo hiểm năm 2022 không có
quy định chuyên biệt nào về hợp đồng bảo
hiểm điện tử, trong khi thực tiễn giao kết
đang chuyển dịch nhanh chóng sang môi
trường số. Cụ thể, pháp luật chưa quy định
rõ các yêu cầu đối với hình thức hợp đồng
bảo hiểm điện tử, các loại chữ ký điện tử
được chấp nhận, cơ chế xác thực danh tính
các bên cũng như giá trị pháp lý của các dữ

liệu điện tử phát sinh trong quá trình giao kết
và thực hiện hợp đồng, như: nhật ký truy
cập, phản hồi qua chatbot, bằng chứng
tương tác qua ứng dụng di động... Trong khi
đó, đây là những yếu tố then chốt để bảo
đảm tính toàn vẹn của hợp đồng và khả năng
sử dụng làm chứng cứ khi xảy ra tranh chấp. 

Bên cạnh đó, người tiêu dùng cũng gặp
trở ngại khi không có cơ sở pháp lý rõ ràng
để bảo vệ quyền lợi nếu phát sinh tranh chấp
liên quan đến quá trình giao kết qua phương
tiện điện tử. So với các ngành dịch vụ tài
chính khác như ngân hàng, lĩnh vực bảo
hiểm đang thiếu hành lang pháp lý cụ thể về
định danh điện tử, lưu trữ dữ liệu điện tử và
chuẩn hóa nội dung hợp đồng số.

3.2. Xác lập chứng cứ giao dịch điện tử và
cơ chế giải quyết tranh chấp

Việc ứng dụng các công nghệ mới, như:
AI và chatbot trong quá trình tư vấn, giao kết
hợp đồng và xử lý yêu cầu bảo hiểm đã góp
phần nâng cao trải nghiệm người dùng và
tiết kiệm chi phí vận hành cho doanh
nghiệp. Tuy nhiên, việc các giao dịch được
thực hiện thông qua hệ thống tự động đặt ra
những thách thức lớn về chứng cứ. 

Bên mua bảo hiểm thường gặp khó khăn
khi chứng minh nội dung giao dịch, đặc biệt
khi các tương tác không được lưu trữ đầy đủ,
không có xác nhận hai chiều hoặc không có
bản ghi âm, ghi hình tương ứng. Pháp luật
hiện hành chưa có quy định cụ thể nào về giá
trị pháp lý của các bằng chứng số trong môi
trường AI. Điều này tạo ra khoảng trống
trong việc xác định trách nhiệm pháp lý nếu
xảy ra tranh chấp liên quan đến việc tư vấn
sai lệch, cung cấp thông tin thiếu chính xác
hoặc từ chối chi trả bồi thường do quyết định
từ hệ thống AI. Bên cạnh đó, chưa có cơ chế
rõ ràng để truy vết các hành vi xử lý dữ liệu,
phản hồi tự động và các thao tác thuật toán
dẫn đến kết quả cuối cùng trong quá trình
giải quyết yêu cầu bảo hiểm. Hiện nay, hệ
thống pháp luật chưa quy định cụ thể cách
ghi nhận, lưu trữ và truy xuất toàn bộ quá

trình xử lý dữ liệu, phản hồi tự động hay thao
tác thuật toán. Điều này khiến việc kiểm tra,
đối chứng và xác định trách nhiệm khi xảy ra
sai lệch trong giải quyết yêu cầu bảo hiểm
gặp nhiều khó khăn.

Mặc dù Luật Giao dịch điện tử năm 2023
đã bước đầu xác lập giá trị pháp lý của thông
điệp dữ liệu và chữ ký điện tử, cụ thể tại Điều
11 và Điều 23 nhưng các quy định hiện hành
vẫn còn dừng lại ở cấp độ nguyên tắc. Cụ thể,
Điều 11 công nhận thông điệp dữ liệu có thể
được sử dụng làm chứng cứ và giá trị của nó
phụ thuộc vào độ tin cậy trong khởi tạo, lưu
trữ, truyền nhận và xác định chủ thể tham
gia. Tuy nhiên, Luật chưa có hướng dẫn chi
tiết về việc áp dụng các tiêu chí này trong
thực tiễn tố tụng, đặc biệt đối với bằng chứng
phát sinh từ hệ thống tự động hoặc AI. Trong
bối cảnh ngày càng phổ biến việc sử dụng AI
và chatbot trong giao dịch bảo hiểm điện tử,
việc thiếu cơ chế kiểm chứng, truy xuất và
đánh giá các quyết định do hệ thống tự động
gây ra nhiều rủi ro pháp lý. 

Hiện nay, Tòa án và các cơ quan giải
quyết tranh chấp chưa có hướng dẫn nghiệp
vụ cụ thể về việc tiếp cận, kiểm định và chấp
nhận các bằng chứng số phát sinh trong quá
trình tư vấn, giao kết hoặc từ chối bồi thường
do hệ thống AI thực hiện. Điều này không chỉ
khiến bên mua bảo hiểm gặp khó khăn trong
việc bảo vệ quyền lợi mà còn tạo ra nguy cơ
pháp lý cho doanh nghiệp bảo hiểm nếu
không có cơ chế kiểm soát nội bộ rõ ràng và
minh bạch.

3.3. Quản lý và giám sát dữ liệu bảo hiểm số
Việc chuyển đổi số trong lĩnh vực bảo

hiểm tài sản không chỉ tạo ra phương thức
giao kết hợp đồng mới mà còn đặt ra yêu cầu
cấp thiết về bảo mật, lưu trữ và giám sát dữ
liệu điện tử. Trong bối cảnh đó, công nghệ
Blockchain được đánh giá là một công cụ
hữu hiệu để nâng cao tính minh bạch, chống
gian lận và bảo đảm toàn vẹn dữ liệu nhờ khả
năng ghi nhận không thể chỉnh sửa và truy
xuất giao dịch theo thời gian thực. Tuy
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nhiên, các văn bản pháp luật, như: Luật An
ninh mạng năm 2018, Luật Bảo vệ dữ liệu cá
nhân năm 2023 và Luật Giao dịch điện tử
năm 2023 mới chỉ đề cập trách nhiệm bảo vệ
dữ liệu cá nhân và an toàn hệ thống thông
tin, chưa đưa ra khung pháp lý điều chỉnh
đặc thù đối với mô hình lưu trữ phân tán
hoặc sổ cái điện tử phi tập trung. Điều này
dẫn đến việc doanh nghiệp bảo hiểm khi áp
dụng blockchain vẫn gặp khó khăn trong
việc xác lập giá trị pháp lý của các bản ghi dữ
liệu, đặc biệt là khi xảy ra tranh chấp về nội
dung hợp đồng, thời điểm giao kết hoặc điều
kiện chi trả bảo hiểm. Hiện nay, theo dự
đoán, giá trị thị trường Blockchain trong
ngành bảo hiểm toàn cầu sẽ tăng từ 64,5
triệu USD vào năm 2018 lên đến 1.393,8 triệu
USD vào năm 2023, với tốc độ tăng trưởng
kép hằng năm (CAGR) đạt 84,9% trong giai
đoạn dự báo3. Ở Việt Nam, có đến 95,5%
doanh nghiệp bảo hiểm trong nước đang
tăng cường đầu tư vào công nghệ số, trong
đó 68,2% doanh nghiệp đã tăng đáng kể mức
độ đầu tư vào chuyển đổi số. Các công nghệ
tiên tiến, như: AI, máy học và Blockchain
được đánh giá là có tiềm năng lớn trong việc
nâng cao hiệu quả hoạt động và chất lượng
dịch vụ bảo hiểm4.

Bên cạnh đó, thiếu cơ chế kiểm soát và
tiêu chuẩn kỹ thuật đối với dữ liệu bảo hiểm
số cũng làm giảm khả năng giám sát của cơ
quan quản lý nhà nước; đồng thời, làm gia
tăng nguy cơ lộ, lọt thông tin cá nhân nếu hệ
thống bị khai thác sai mục đích. Thực tế từng
ghi nhận một số vụ việc doanh nghiệp bảo
hiểm bị rò rỉ dữ liệu khách hàng do cấu hình
bảo mật yếu kém mà nguyên nhân bắt
nguồn từ việc không có quy định bắt buộc về
chuẩn mã hóa và lưu trữ dữ liệu bảo hiểm số. 

44..  MMộộtt  ssốố  ggiiảảii  pphháápp  ggóópp  pphhầầnn  hhooàànn  tthhiiệệnn
pphháápp  lluuậậtt  vvềề  hhợợpp  đđồồnngg  bbảảoo  hhiiểểmm  ttààii  ssảảnn    

Một là, cần sửa đổi, bổ sung Luật Kinh
doanh bảo hiểm năm 2022 và các văn bản
hướng dẫn thi hành nhằm quy định rõ và có
hệ thống về điều kiện có hiệu lực của hợp
đồng bảo hiểm điện tử. Theo đó, pháp luật

cần làm rõ: (1) Giá trị pháp lý của các loại chữ
ký điện tử, chữ ký số trong giao kết hợp đồng
bảo hiểm, kể cả khi được tạo lập tự động
thông qua hệ thống AI hoặc chatbot; (2) Tính
hợp lệ của việc giao kết thông qua nền tảng
số, ứng dụng di động, bao gồm cả cơ chế xác
nhận ý chí trong điều kiện thiếu vắng sự hiện
diện trực tiếp của con người; (3) Cơ chế lưu
trữ, bảo quản và truy xuất hợp đồng điện tử
một cách an toàn, minh bạch và có thể đối
chiếu độc lập khi phát sinh tranh chấp; (4)
Cơ chế định danh và xác thực điện tử (eKYC)
của các bên giao kết cần được gắn kết với hệ
thống dữ liệu dân cư quốc gia và các tiêu
chuẩn bảo mật cao nhằm bảo đảm tính
chính danh và ngăn chặn gian lận hoặc giả
mạo hợp đồng. 

Hai là, pháp luật cần quy định rõ ràng
trách nhiệm pháp lý của doanh nghiệp bảo
hiểm khi triển khai các hệ thống công nghệ
tự động, như: AI, chatbot và các thuật toán ra
quyết định trong hoạt động bảo hiểm. Căn cứ
theo nguyên tắc trách nhiệm giải trình5 và
minh bạch thông tin theo dự thảo Luật Bảo
vệ dữ liệu cá nhân (dự kiến có hiệu lực từ
ngày 01/01/2026), doanh nghiệp bảo hiểm
cần công khai các tiêu chí, quy trình và logic
vận hành của AI khi sử dụng để phân tích hồ
sơ, xác định mức phí, đánh giá rủi ro hoặc từ
chối bồi thường. Cần thiết lập cơ chế chứng
minh hợp lý khi có khiếu nại, bao gồm: việc
lưu trữ toàn bộ dữ liệu đầu vào, quy trình xử
lý, kết quả đầu ra và cho phép truy xuất bởi
cơ quan quản lý hoặc người tiêu dùng có liên
quan. Trường hợp phát sinh lỗi thuật toán,
sai lệch dữ liệu hoặc hành vi loại trừ không
minh bạch do hệ thống quyết định tự động,
doanh nghiệp phải chịu trách nhiệm bồi
thường và có nghĩa vụ khắc phục hậu quả.
Việc bổ sung nghĩa vụ pháp lý này không chỉ
nâng cao trách nhiệm của nhà cung cấp dịch
vụ bảo hiểm mà còn góp phần duy trì sự công
bằng và bảo vệ người tiêu dùng trong môi
trường số hóa.

Ba là, cần thiết lập khuôn khổ pháp lý
riêng cho việc ứng dụng công nghệ
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nhiên, các văn bản pháp luật, như: Luật An
ninh mạng năm 2018, Luật Bảo vệ dữ liệu cá
nhân năm 2023 và Luật Giao dịch điện tử
năm 2023 mới chỉ đề cập trách nhiệm bảo vệ
dữ liệu cá nhân và an toàn hệ thống thông
tin, chưa đưa ra khung pháp lý điều chỉnh
đặc thù đối với mô hình lưu trữ phân tán
hoặc sổ cái điện tử phi tập trung. Điều này
dẫn đến việc doanh nghiệp bảo hiểm khi áp
dụng blockchain vẫn gặp khó khăn trong
việc xác lập giá trị pháp lý của các bản ghi dữ
liệu, đặc biệt là khi xảy ra tranh chấp về nội
dung hợp đồng, thời điểm giao kết hoặc điều
kiện chi trả bảo hiểm. Hiện nay, theo dự
đoán, giá trị thị trường Blockchain trong
ngành bảo hiểm toàn cầu sẽ tăng từ 64,5
triệu USD vào năm 2018 lên đến 1.393,8 triệu
USD vào năm 2023, với tốc độ tăng trưởng
kép hằng năm (CAGR) đạt 84,9% trong giai
đoạn dự báo3. Ở Việt Nam, có đến 95,5%
doanh nghiệp bảo hiểm trong nước đang
tăng cường đầu tư vào công nghệ số, trong
đó 68,2% doanh nghiệp đã tăng đáng kể mức
độ đầu tư vào chuyển đổi số. Các công nghệ
tiên tiến, như: AI, máy học và Blockchain
được đánh giá là có tiềm năng lớn trong việc
nâng cao hiệu quả hoạt động và chất lượng
dịch vụ bảo hiểm4.

Bên cạnh đó, thiếu cơ chế kiểm soát và
tiêu chuẩn kỹ thuật đối với dữ liệu bảo hiểm
số cũng làm giảm khả năng giám sát của cơ
quan quản lý nhà nước; đồng thời, làm gia
tăng nguy cơ lộ, lọt thông tin cá nhân nếu hệ
thống bị khai thác sai mục đích. Thực tế từng
ghi nhận một số vụ việc doanh nghiệp bảo
hiểm bị rò rỉ dữ liệu khách hàng do cấu hình
bảo mật yếu kém mà nguyên nhân bắt
nguồn từ việc không có quy định bắt buộc về
chuẩn mã hóa và lưu trữ dữ liệu bảo hiểm số. 

44..  MMộộtt  ssốố  ggiiảảii  pphháápp  ggóópp  pphhầầnn  hhooàànn  tthhiiệệnn
pphháápp  lluuậậtt  vvềề  hhợợpp  đđồồnngg  bbảảoo  hhiiểểmm  ttààii  ssảảnn    

Một là, cần sửa đổi, bổ sung Luật Kinh
doanh bảo hiểm năm 2022 và các văn bản
hướng dẫn thi hành nhằm quy định rõ và có
hệ thống về điều kiện có hiệu lực của hợp
đồng bảo hiểm điện tử. Theo đó, pháp luật

cần làm rõ: (1) Giá trị pháp lý của các loại chữ
ký điện tử, chữ ký số trong giao kết hợp đồng
bảo hiểm, kể cả khi được tạo lập tự động
thông qua hệ thống AI hoặc chatbot; (2) Tính
hợp lệ của việc giao kết thông qua nền tảng
số, ứng dụng di động, bao gồm cả cơ chế xác
nhận ý chí trong điều kiện thiếu vắng sự hiện
diện trực tiếp của con người; (3) Cơ chế lưu
trữ, bảo quản và truy xuất hợp đồng điện tử
một cách an toàn, minh bạch và có thể đối
chiếu độc lập khi phát sinh tranh chấp; (4)
Cơ chế định danh và xác thực điện tử (eKYC)
của các bên giao kết cần được gắn kết với hệ
thống dữ liệu dân cư quốc gia và các tiêu
chuẩn bảo mật cao nhằm bảo đảm tính
chính danh và ngăn chặn gian lận hoặc giả
mạo hợp đồng. 

Hai là, pháp luật cần quy định rõ ràng
trách nhiệm pháp lý của doanh nghiệp bảo
hiểm khi triển khai các hệ thống công nghệ
tự động, như: AI, chatbot và các thuật toán ra
quyết định trong hoạt động bảo hiểm. Căn cứ
theo nguyên tắc trách nhiệm giải trình5 và
minh bạch thông tin theo dự thảo Luật Bảo
vệ dữ liệu cá nhân (dự kiến có hiệu lực từ
ngày 01/01/2026), doanh nghiệp bảo hiểm
cần công khai các tiêu chí, quy trình và logic
vận hành của AI khi sử dụng để phân tích hồ
sơ, xác định mức phí, đánh giá rủi ro hoặc từ
chối bồi thường. Cần thiết lập cơ chế chứng
minh hợp lý khi có khiếu nại, bao gồm: việc
lưu trữ toàn bộ dữ liệu đầu vào, quy trình xử
lý, kết quả đầu ra và cho phép truy xuất bởi
cơ quan quản lý hoặc người tiêu dùng có liên
quan. Trường hợp phát sinh lỗi thuật toán,
sai lệch dữ liệu hoặc hành vi loại trừ không
minh bạch do hệ thống quyết định tự động,
doanh nghiệp phải chịu trách nhiệm bồi
thường và có nghĩa vụ khắc phục hậu quả.
Việc bổ sung nghĩa vụ pháp lý này không chỉ
nâng cao trách nhiệm của nhà cung cấp dịch
vụ bảo hiểm mà còn góp phần duy trì sự công
bằng và bảo vệ người tiêu dùng trong môi
trường số hóa.

Ba là, cần thiết lập khuôn khổ pháp lý
riêng cho việc ứng dụng công nghệ
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Blockchain trong lĩnh vực bảo hiểm tài sản.
Mặc dù Luật Giao dịch điện tử năm 2023 đã
ghi nhận nguyên tắc giá trị pháp lý của dữ
liệu điện tử, nhưng vẫn còn thiếu các quy
định chuyên sâu áp dụng cho sổ cái phân tán
(distributed ledger technology - DLT) trong
môi trường bảo hiểm6. Do đó, cần thiết ban
hành các quy định cụ thể về: tiêu chuẩn kỹ
thuật và an toàn thông tin đối với dữ liệu lưu
trữ trên blockchain, bao gồm: mã hóa, phân
quyền truy cập và kiểm tra tính bất biến; xác
lập giá trị pháp lý của thông tin, giao dịch và
chữ ký được xác thực thông qua công nghệ
Blockchain trong việc giao kết, sửa đổi và giải
quyết khiếu nại hợp đồng bảo hiểm; xác định
rõ trách nhiệm pháp lý của bên vận hành
nền tảng, doanh nghiệp bảo hiểm và bên thứ
ba trong việc bảo mật, quản lý, truy xuất và
cung cấp dữ liệu khi xảy ra tranh chấp hoặc
yêu cầu pháp lý. 

Bốn là, khuyến khích xây dựng và vận
hành cơ chế sandbox pháp lý trong lĩnh vực
bảo hiểm, nơi các doanh nghiệp bảo hiểm,
đặc biệt là các công ty công nghệ bảo hiểm
có thể thử nghiệm các sản phẩm, dịch vụ,
mô hình kinh doanh mới dựa trên nền tảng
số mà không bị ràng buộc hoàn toàn bởi các
quy định pháp lý hiện hành. Sandbox nên
tập trung vào những sáng kiến, như: hợp
đồng thông minh, ứng dụng AI trong đánh
giá tổn thất và blockchain trong lưu trữ hợp
đồng. Cơ chế sandbox cần được thiết kế với
các tiêu chí rõ ràng về đối tượng, phạm vi,
thời hạn thử nghiệm và nghĩa vụ báo cáo
nhằm bảo đảm các thử nghiệm không gây
rủi ro hệ thống và vẫn bảo vệ người tiêu dùng
trong thời gian thử nghiệm. Đồng thời, kết
quả thử nghiệm cần được đánh giá nghiêm
túc, làm căn cứ cho việc điều chỉnh quy định
pháp luật, từ đó, hình thành cơ chế, chính
sách có tính linh hoạt và thực tiễn cao. 

Năm là, học hỏi kinh nghiệm quốc tế cho
thấy, nhiều quốc gia đã xây dựng khung pháp
lý linh hoạt nhằm đáp ứng sự phát triển của
hợp đồng bảo hiểm trong môi trường số.
Vương quốc Anh chú trọng minh bạch thuật

toán, trách nhiệm giải trình khi sử dụng AI và
áp dụng cơ chế quản lý cấp cao (SM&CR) để
phân định trách nhiệm cá nhân. Singapore
nổi bật với mô hình Regulatory Sandbox, cho
phép thử nghiệm hợp đồng thông minh, AI
đánh giá rủi ro và Blockchain trong môi
trường kiểm soát rủi ro. Trung Quốc đẩy
mạnh tiêu chuẩn hóa blockchain trong lưu
trữ và xác thực hợp đồng giúp hạn chế gian
lận và rút ngắn thời gian bồi thường. Những
kinh nghiệm này cho thấy, pháp luật phải
song hành công nghệ, minh bạch trách
nhiệm và tạo không gian thử nghiệm an toàn.

55..  KKếếtt  lluuậậnn
Hoàn thiện pháp luật về hợp đồng bảo

hiểm tài sản trong bối cảnh chuyển đổi số là
yêu cầu cấp thiết để hiện đại hóa hệ thống
pháp luật Việt Nam. Công nghệ số giúp tối ưu
chi phí và nâng cao hiệu quả dịch vụ nhưng
hành lang pháp lý còn thiếu đồng bộ lại gây
cản trở cho việc bảo đảm an toàn, minh bạch
và công bằng khi giao kết hợp đồng bảo hiểm
tài sản. Nếu không kịp thời hoàn thiện pháp
luật, rủi ro pháp lý có thể dẫn đến tranh chấp
và làm giảm niềm tin vào thị trường bảo hiểm
số. Vì vậy, cần sớm sửa đổi Luật Kinh doanh
bảo hiểm, ban hành quy định chi tiết về hợp
đồng điện tử, trách nhiệm pháp lý liên quan
đến AI và Blockchain; đồng thời, xây dựng cơ
chế sandbox để hỗ trợ đổi mới và bảo vệ
người tiêu dùngr
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